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Course: CYB302

Ethical Hacking
(Canadian Context)

Lab 10: Exploiting Host Vulnerabilities using SAM, Hashcat & Shell.
s
 Coordinator and Instructor:

Muhamma Saleem


Student Name:           Olushola Enoch Bayode
Student ID: 		23077087
Section:			3rd Semester

System Hardening
Activity 1: Active Directory Domain Services and Domain Connectivity:
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Activity 2: Organizational Units and Groups

Step1
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